I have extensive experience in Government and Public Sector – Information System Security Officer (ISSO) or Senior Cybersecurity Analyst. I think this knowledge and expertise could be highly valuable to any Information Security Companies.
During my 27 years career, I have developed Contingency Plans, System Security Plans, Risk Assessment documents, Security Assessment Reports, Business Impact Analyses, developed Plan of Actions and Milestones (POA&Ms), conducted PTA, PIA, and performed security control assessment (SCA). I have been responsible for maintaining and managing POAMs and categorizing sensitive data using FIPS 199 and NIST 800-60 volume II. Also, I have extensive experience in applying Risk Management Framework (RMF) to authorize IT systems. I developed 20 IT policy handbook using NIST 800-53 rev5, experience leading Governance, Risk, and Compliance (GRC) programs in supporting Supply Chain Risk Management (SCRM) and Controlled Unclassified Information (CUI) program initiatives, and agency’s policies.
In my current position, I have the responsibility of six (6) systems (3 cloud systems), one (1) general Support system, and 2 major Applications and I assessed all 6 systems using NIST 800-37 rev.2, NST 800-53 rev.5, NIST 800-53A rev.5, NIST 800-30, NIST 800-18, NIST 800-30, NIST 800-60, and NIST 800-34.
I have enclosed my resume with this letter to provide further information about my career history so far. I hope that my credentials represent a good match for this role.
Throughout my life, I have honed myself to attain the skillset and be able to handle any scenarios I might find myself in. This drive has shaped me to be able to manage operational and strategic levels of multiple responsibilities in crisis and pressure while exceeding expectations under rigorous demands. I possess key strengths in communication and rapport building. I am highly focused and results-oriented in supporting complex, deadline-driven operations, identifying goals and priorities in initial stages to resolve issues. I am systematic, organized, hardworking, dedicated, analytical, and have an excellent eye for detail.
I hope that you'll find my experience and vast array of technical skills in alignment with your expectations and would appreciate and welcome a face-to-face discussion regarding opportunities with your organization that fit my background.
Please feel free to contact me by phone or email. Thank you for your time.
Email Adress: jeanjkouadio@aol.com
Sincerely,


Jean Kouadio
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